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APPENDIX A: EDIFACT - A Brief Overview

APPENDIX B: Glossary

ANNEX 1: 'RECEP' Message Definition

seq level0 \h \r0 

seq level1 \h \r0 

seq level2 \h \r0 

seq level3 \h \r0 

seq level4 \h \r0 

seq level5 \h \r0 

seq level6 \h \r0 

seq level7 \h \r0 Introduction

1.1 Purpose of this Document

This document details the general, message independent, requirements of General Practitioner (GP) systems in order for GP practices to exchange data electronically with the appropriate Health Authority (HA).  It is one of a series of documents produced by the NHS Information Authority (Exeter) as part of the national GP/HA Links Project. 

The project will enable the two-way exchange of data, currently including Registration changes, Items of Service claims, Organ Donor registration and Cytology Prior Notification List processing.  This document is a specification for the communications and general systems aspects of GP systems to facilitate this two-way exchange.

1.2 Project Overview

The GP/HA Links Project will establish and use Electronic Data Interchange (EDI) between GPs and HAs.

HAs maintain, on a computer system developed by the NHS Information Authority (Exeter), records of all patients in their specific area registered at a GP practice.  The patient information is derived from the forms submitted by GPs.  In theory, the HA should hold a 'mirror image' of GPs' records of patients' details.

HAs are also responsible for the payment of GPs using the same computer system.  Again, the information is derived from the forms submitted by GPs.  Most claims relate to specific named patients, whose details MUST already be held on the HA system in order for a payment to be authorised.  It is a pre-requisite for successful automation of the processing of GP claims that registration data is kept up to date. The GP/HA Links Project will replace most of the forms currently used.  

1.3 Project Scope - Communications

The GP/HA Links Project will automate (by electronic data interchange) most registration and items of service data transferred between HAs and GPs.  See the separate documentation for details of these application areas and the message designs.  General systems requirements are covered in this document.

Each GP practice will either have a connection to the HealthLink Network or to the Managed Message Handling Service of NHSnet.  HAs are connected to either the HealthLink Network or to NHSnet.  This document is not concerned with the physical nature of these connections or the messages used by either network to acknowledge delivery although the GP system must be able to receive and process delivery reports.

The GP/HA Links Project uses UN/EDIFACT standards for all data transmitted.  Details are given in section 2.2.4.

seq level1 \h \r0 

seq level2 \h \r0 Requirements

This chapter includes mandatory requirements which MUST be met for the general system and communications parts of the GP system.

Authentication

Due to loss of GP signatures on the forms, there is a need to be able to verify the authenticity of financial claims transactions between GPs and HAs.  Authentication will take the form of summary certificates signed by the GP, who is then accepting responsibility for the transactions.  The method of authentication is covered in detail in the Items of Service Claims Processing Specification.

seq level3 \h \r0 Transmission Retention

In case a retransmission needs to take place, a copy of each interchange that is successfully sent to the Network Store and Forward facility MUST be stored on-line and in its EDIFACT form for a minimum of 15 days following the Receipt Report being received.

Retransmission should only follow a request from the receiving HA. Retransmission of an interchange in EDIFACT format MUST only take place if both a valid Delivery Report and a valid Receipt Report have been received for that interchange (the 12-hour rule regarding translation and transmission does not apply in this instance). In any other case, the transactions MUST be re-translated and transmitted from the application level 15 day rolling backup file. The GP System MUST automatically determine which file to use.

Copies of all transmitted/received interchanges MUST be archived and kept for later inspection in order to satisfy audit and legal requirements.

Current requirements are that copies of all transactions be available for inspection for one year.

In order to ensure that dated entries do not remain on the system unnecessarily, it is recommended that on-line entries are automatically removed once the 15-day period has elapsed.

1.4 Backup and Recovery

The requirements included within this section will be met by conformance to the equivalent section(s) of the relevant version of Requirements for Accreditation.

Provisions MUST be made in case of GP system failure and/or Network failure.

In light of the fact that full paper records will no longer be kept by the GP, and hence data cannot simply be re-entered, a highly reliable method of recovering after a system crash MUST be in place.  A method of data duplication, journalling, and/or transaction logging should be used with a rolling period of 15 days. 

In the event of GP system failure, it is important that data is not lost.  As a result, backup facilities MUST exist to allow the regeneration of data files should these become corrupt.  The GP system MUST also be able to re-generate transmission files should these become corrupt before they are sent.

To minimise GP system downtime, it is expected that support arrangements for the GP Practice will be in place.

In the unlikely event of extended periods of Network failure, an alternative method of data entry/transfer MUST be provided so that work can continue with minimal disruption.  This method will be the return to manual input of data and the return to the use of paper for data transfer.  See applications documentation for layout of appropriate printouts.  In order to satisfy this requirement, and to assist implementation of the link, there MUST be the capability of switching on and off the electronic data link to the HA.

A logging facility MUST be available to log the switching between electronic and paper data transfer.

1.5 EDIFACT

Data MUST be transmitted in accordance with the rules and syntax of EDIFACT using the level A character set.  The EDIFACT standard includes rules on the structuring of user data within a message.  A brief overview of the EDIFACT message structure is outlined in Appendix B. 

1.6 Maximum File Size

Attention is drawn to the maximum size for files to be transferred over the Network, which is 2 Mbytes.

seq level1 \h \r0 

seq level2 \h \r0 System Processes

1.7 Introduction

This chapter includes the requirement for the translation and transmission of EDIFACT messages and the ability to track files in transit.  The convention of sequence numbers, Delivery Reports and Receipt Reports and standards used are discussed.

To clarify the terms used, consider the situation where the GP system is sending data to the local HA.  The first task that needs to be performed is that the data be 'arranged' according to EDIFACT rules and syntax.  This process is the translation process and data is arranged to form a message to the HA.

After the translation has been completed, the message is combined with other messages going to the same HA to form an interchange and sent via the Network.  A Delivery Report will be generated and sent back to the GP system. 

On the MMHS X.400 System of NHSnet, the Delivery Report is generated by the recipient of the interchange and will indicate whether or not the interchange has reached its destination intact. 

On the non-X.400 HealthLink Network, the Delivery Report is generated by the HealthLink Network and will indicate whether or not the interchange has reached the Network intact.

When the interchange is clearly identified by the HA as an EDIFACT exchange, a translation takes place to separate the interchange into its individual messages.  A Receipt Report is generated and sent back to the GP system.  The Receipt Report will identify whether the messages have been compiled correctly and according to EDIFACT rules.

1.8 EDIFACT Translation

As already mentioned, the syntax of data transfer messages is governed by the rules of EDIFACT and, as such, all data passed between the HA and the GP system using the Network MUST conform to those rules.

When data is extracted from the application ready to be sent, it MUST be translated into the EDIFACT message format.  When a message is received from an HA, data MUST be extracted and passed to the relevant application.  It is strongly recommended that an EDIFACT translation package be used.

1.9 Data Transmission

1.9.1 General

When an interchange is generated by a GP System for a particular HA, the file containing the interchange is deposited into the GP's Network mailbox for subsequent delivery by the Network to the intended HA's mailbox.  The file is then picked up by the intended HA at a convenient time, thereby avoiding the need for a direct connection between the two systems.

For the GP/HA Links Project, a system of sequence numbers, acknowledgements, and Receipt Reports are used to ensure both parties are aware of the status of files in transit.

1.9.2 Frequency of Transmission

Transactions generated by the GP system for the Network MUST be translated into EDIFACT format within one week of them being generated.  Once translated, the transaction MUST be transmitted within twelve hours.  Translation dates of different messages within one interchange MUST be the same.

Systems users MUST be able to select the chosen time(s) for network transmission.  It may be appropriate to access the Network more than once per day to ensure a speedier turn-around of communications.

Transactions should, whenever possible, be transmitted on the day they are generated.  Also, in order to avoid incurring message storage charges on the network, it is important that GP practices should connect to the network at least once a day to receive any waiting files.

It is therefore desirable for the system to automatically connect to the Network at least once a day, to receive any waiting files from the Network and to send any files that are ready to send.

seq level2 \h \r0 Receipt Reports

This section deals with Receipt Reports which are generated by the receiving system/application.  This section does not deal with Delivery Reports which are generated by the Network.  For further information on Delivery Reports refer to the Network provider.

The destination site will send a 'Receipt Report', in the form of an EDIFACT message, back to the original source site upon receipt of the sent interchange.  This will detail the interchange contents (message sequence number(s)), date and time of delivery/processing and the received statuses of those messages received.  The last will cover all events including successful message processing; EDIFACT transmission failure (where appropriate) and EDIFACT translation failure.

Interchange Status will be: 

'OK' - Received Successfully

'NA' - No Valid data in interchange

'ER' - Valid with invalid data in interchange

Message Status will be:

'CP' - Translation successful 

'CA' - Translation Error

'CI'- Translation incomplete due to fatal error during translation

These will be separate from any application level acknowledgements.

The Receipt Report MUST be processed by the sender of the original interchange, to determine whether the interchange was received correctly. If the report indicates that the interchange has not been correctly received, the problem MUST be resolved by support intervention and the interchange retransmitted.

The details of the Receipt Report together with an example of a message are described in Annex 1.

The Receipt Report will be received in a future interchange from the destination site.  Receipt Reports received as a result of interchanges sent will not generate further Receipt Reports. Receipt Reports and Registration transactions MUST be sent in different interchanges (i.e. an interchange may not contain mixed message types).

Following rejection of an interchange by the receiving system, no further processing of the interchange will be performed.

Following receipt of a successful report and generation of its associated report, the GP system MUST update the status for each processed message on the system.

seq level2 \h \r0 System Reporting and File Tracking

1.9.3 System Reporting 

The system MUST provide facilities for the user to be able to identify the status of each sent or received transmission.  This will detail each received or transmitted message, its type, its sequence number, source or destination site, date and time of receipt or transmission, and status.

Facilities MUST be in place to assist the user in determining the status of transmissions in transit.

When called upon to retransmit an interchange, it will be referenced by sequence number and/or date.  These details MUST therefore be readily discernable to the user, and presented in a form which will make selection and retransmission of an interchange a simple matter.

1.9.4 File Tracking

For each HA with which the GP system communicates, a series of counters MUST be kept by the GP system to allow the tracking of individual interchanges and messages within those interchanges.  These counters will serve as sequence numbers and will be used to uniquely identify each message and each interchange. The number associated with each message will be incorporated into the message header at the EDIFACT translation stage.  The number associated with each interchange will be incorporated into the interchange header when the interchange is created.

Send Interchange Sequence (SIS):

Every Interchange to a HA will incorporate a SIS.  This will be in the range 1 to 99999999 and will increment by one for each interchange sent. When the maximum number is reached, the number MUST be reset to 1. If an interchange is to be re-sent from the EDIFACT file because of errors during receipt then the interchange will be identified by its SIS.  A duplicate interchange being re-sent will have the SIS of the original. 

Send Message Sequence (SMS):

Every message sent to a HA will incorporate a SMS.  The SMS will be in the range 1 to 99999999 and will increment by one for each message sent.  When the maximum number is reached, the number MUST be reset to 1.

Received Interchange Sequence (RIS):


Every Interchange received from a HA will incorporate a unique RIS.  This will be in the range 1 to 99999999 and will increment by one for each interchange.  When the maximum number is reached, the next expected RIS will be 1.  If the RIS of the interchange received is not the one expected or has already been received, a query MUST be generated and operator confirmation sought for acceptance or rejection.  If such a case occurs, information regarding the interchange (e.g. RIS, RMS's of messages, source etc) MUST be provided to the operator to allow the decision to be made.

Receive Message Sequence (RMS):

Every message received from a HA will incorporate a RMS in the range 1 to 99999999.  When the maximum number is reached, the next expected RMS will be 1.  If a RMS received is not the one expected or has been received before, the message MUST be queried and operator confirmation sought for message acceptance or rejection.  If such a case occurs, information MUST be provided to the operator (e.g., RMS, data content etc) to allow the decision to be made. 

Provisions MUST be made to accommodate messages and/or interchanges that are duplicated or are delivered out of sequence.  

For both interchanges and messages, receipt of a sequence number greater than expected MUST generate a query to the user as to whether the interchange or message should be accepted or rejected. In the event of rejection, the expected sequence number should remain unaltered. In the event of acceptance, the expected sequence number should be set to 1 greater than that received.

If an interchange or a message is received with a sequence number duplicating one received previously and/or less than that expected, regardless of whether the interchange or message is accepted or rejected the expected sequence number should remain unchanged.

Rejection of any message MUST result in rejection of the entire interchange in which it was received.

A 'windowing' mechanism to check sequence numbers of received messages would be advantageous.  This would allow the user to check which messages and interchanges had been received over a predefined period and the status of each transaction.  Missing or duplicated entries should be highlighted for further attention.

APPENDIX A: EDIFACT - A Brief Overview
The EDIFACT standard specifies that data comprises a sequence of segments, each commencing with a TAG, and terminated by a segment terminator.  Interchanges are arranged with the following hierarchical structure:

INTERCHANGE

Corresponds to a 'file' from a practice and consists of one or more messages. For example, it may include several claims or registration transactions.

FUNCTIONAL GROUP 
This level is optional within EDIFACT and will not be used.

MESSAGE


In this context, a MESSAGE constitutes one or more claims or registration transactions of a particular type.

SEGMENTS


Are composed of data elements which may be simple or composite. They have a three character name or 'tag'.  Segments may be either service segments or data segments.

Interchanges commence with an interchange header (UNB) and end with an interchange trailer (UNZ).  Messages commence with a header segment (UNH) and end with a trailer segment (UNT).  Figure A1 illustrates how the different levels fit together.

For a detailed description of the particular message designs for Registration and Items of Service Claims, refer to the appendices of the appropriate applications GP System Specification.     


+------------------------------------------+   


¦ Establishment ¦ CONNECTION ¦ Termination ¦   


+---------------+------------+-------------+   


+---------------+            +-------------+     


¦                                          ¦      


+------------------------------------------+   


¦ Interchange ¦ INTERCHANGE ¦ Interchange  ¦   


+-------------+-------------+--------------+


+-------------+             +-----------------+


¦                                             ¦


+---------------------------------------------+


¦      ¦ ¦    either       ¦    or    ¦     ¦ ¦


¦  UNB ¦'¦ FUNCTION GROUPS ¦ MESSAGES ¦ UNZ ¦'¦


+--------------------------+----------+-------+


+--------------------------+          +-------+     


¦                                             ¦     


+---------------------------------------------+     


¦ UNG ¦'¦ Message ¦ MESSAGE ¦ message ¦ UNE ¦'¦     


+-----------------+---------+-----------------+   


+-----------------+         +-----------------+  


¦                                             ¦  


+---------------------------------------------+    


¦     ¦ ¦ Data    ¦ DATA    ¦ Data    ¦     ¦ ¦    


¦ UNH ¦'¦ Segment ¦ SEGMENT ¦ Segment ¦ UNT ¦'¦    


+-----------------+---------+-----------------+    


+-----------------+         +-------------+      


¦                                         ¦      


+-----------------------------------------+      


¦     ¦ ¦  SIMPLE      ¦ ¦  COMPOSITE   ¦ ¦      


¦ TAG ¦+¦ DATA ELEMENT ¦+¦ DATA ELEMENT ¦'¦      


+-----+-+--------------+-+--------------+-+      


¦     ¦ +----------+   ¦ +---+          +--------------+


¦     +----------+ ¦   +---+ ¦                         ¦


¦                ¦ ¦       ¦ ¦                         ¦


+----------------+ +-------+ +-------------------------+ 


¦      ¦ ¦       ¦ ¦       ¦ ¦ COMPONENT ¦ ¦ COMPONENT ¦


¦ Code ¦:¦ Value ¦ ¦ Value ¦ ¦ DATA ELEM ¦:¦ DATA ELEM ¦


+----------------+ +-------+ +-----------+-+-----------¦


                             +-+       +-+ +-+       +-+


                               ¦       ¦     ¦       ¦ 


                               +-------+     +-------+


                               ¦ VALUE ¦     ¦ VALUE ¦


                               +-------+     +-------+ 

Fig A1  EDIFACT message format
A CONNECTION contains:

- One or more interchanges.

An INTERCHANGE contains:

- UNA, Service String Advice, if used

- UNB, Interchange Header

- Messages

- UNZ, Interchange Trailer

A FUNCTIONAL GROUP contains:

- UNG, Functional Group Header

- Messages of the same type

- UNE, Functional Group Trailer.

(Note: Functional groups are not used within this project.)

A MESSAGE contains:

- UNH, Message Header

- Data Segments

- UNT, Message Trailer

A SEGMENT contains:

- A Segment Tag

- Simple Data elements or

- Composite data elements or both as applicable

A SEGMENT TAG contains:

· A Segment code and, if explicit indication, repeating and nesting value. (In this case, only implicit is used)

A SIMPLE DATA ELEMENT contains: 

- A single data element value

A COMPOSITE DATA ELEMENT contains: 

- Component data elements

A COMPONENT DATA ELEMENT contains: 

- A single data element value

APPENDIX B: Glossary
Data Capture
The extraction of data from manual inputs.

Delivery Report
A message sent back to the originator of an EDIFACT interchange to report on the success/failure of an interchange reaching the Network correctly.

Dial-up
A method of connecting to the network using a normal telephone line.  The line can be used for normal telephone traffic when not used to connect to the network.

EDI
Electronic Data interchange.

EDIFACT
See UN/EDIFACT.

EDIFACT translation package
A software package which performs the function of translating data to and from EDIFACT format.

HA
Health Authority

Interchange (EDIFACT)
A unit of data transfer using the EDIFACT standard. It contains one or more EDIFACT messages.

Journalling
A method of keeping track of all changes/updates to files etc. by logging all operator inputs.

Login
The act of establishing a session on a computer. 

Message (EDIFACT)
The smallest unit by which data can be transferred within an interchange in the GP/HA links Project.

Network
NHSnet - national network run by BT & CWC on behalf of the NHS.

Protocol
A set of rules governing the information flow in a communications environment.

Receipt Report
Message sent by the recipient to the originator of an interchange.  Reports on the success or failure of message extraction and translation of the received interchange.

S&F/C 
Store & Forward/Collect.  This is the mechanism by which data transfer can be achieved by leaving it in a mailbox to be collected at a later time by the recipient.

Transaction Logging
A method of tracking updates to files by logging a list of its changes.

UN/EDIFACT
United Nations standard for 'Electronic Data Interchange for Administration, Commerce and Transport', Often referred to as just EDIFACT.

X.400
A message handling system standard that allows for the electronic exchange of text as well as other electronic data.

ANNEX 1: 'RECEP' Message Definition

'RECEP' EDIFACT Message Specification document



